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**1. Objet**

**1.1 Finalité**

La présente procédure a pour finalité d’assurer le respect des exigences liées aux aspects de sécurité de l'information de la protection des DCP.

**1.2 Domaine d'application**

Le domaine d’application de la procédure « Protection de la vie privée » s'applique à l’ensemble du personnel ayant accès à l’information et aux autres actifs de l’organisation.

**1.3 Glossaire**

DCP – données à caractère personnel

RSI – responsable sécurité de l’information

**2. Responsabilité**

Le responsable sécurité de l’information (RSI) a l’autorité de l’écriture et de la mise à jour de cette procédure. Il est garant de son application via l’Intranet et sur place. Il a l’appui de la direction et du département du personnel.

**3. Documents**

Protection de la vie privée

Liste des exigences

**4. Exigences de la norme ISO 27001 : 2022**

A.5.34 Protection de la vie privée et des DCP

L’organisation doit identifier et respecter les exigences de protection de la vie privée et des données à caractère personnel selon les lois, réglementations et exigences contractuelles applicables.

**5. Déroulement**

La politique Protection de la vie privée définit les mesures prises concernant la confidentialité et la protection des données à caractère personnel (DCP) dans notre organisation.

Les mesures de préservation de la vie privée et la protection des DCP sont en place et communiquées à toute personne ayant accès au traitement d’informations personnellement identifiables.

La surveillance du respect de ces mesures et des lois et réglementations pertinentes concernant la préservation de la vie privée et la protection des DCP est assurée par l’attribution de responsabilités et autorités à une personne digne de confiance. Cette personne donne des conseils, des consultations et des recommandations sur les droits et obligations de chacun.

Le traitement des DCP est réalisé en respectant les lois et réglementation applicables, cf. le documents Liste des exigences.

Des mesures techniques et organisationnelles appropriées pour protéger les DCP sont mises en place.

Pour établir le domaine d’application de cette procédure nous suivons les recommandations de l’ISO 27701 en remplaçant certaines expressions dans les normes ISO 27001 et ISO 27002.

Exemples :

* sécurité de l’information par sécurité de l’information et de la vie privée
* politique de sécurité de l’information par politique de sécurité de l’information et de la vie privée
* objectifs de sécurité de l’information par objectifs de sécurité de l’information et de la vie privée
* risque de sécurité de l’information par risque de sécurité de l’information et de la vie privée